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&R0 B1 (Rev. 10/95) Criminal Comy Iaint

UNITED STATESDISTRICT COURT

\Nv @IORTHERW F’EBSI?}R%]:,%F , [CALTEORNIA

UNIT St SOFAMERICA ' "7 F3s)
MICHAEI A. DALY CRIMINAL COMPLAINT
(Name of iefendan) CASE NUMBER.:

07 7011 8 HRL

I, the undersigned cbmphir .int, being duly sworn state the following is true and correct to the best of mj' knowledge
and belief. Between in or abel. 1 July 2003 and Fcbruary 16, 2007, in the Northern District of California and elsewhere,
dcfcndant d.ld (Timck Suerutory Langunge 21 OiTenac)

having devised and intended to devise a scheme and artifice to defraud, and for obtaining money and property by means of
material false and fraudulent pi ¢tenses, representations, and promises, knowingly transmit and cause to be transmitted by
means of wire communication n interstate and foreign commerce writings, signs, signals, pictures, and sounds for the
purpose of executing sisch sche ine and artifice,

in violation of Title 18, United States Code, §§ 1343 and 2. I further state that I am a Special Agent with the Federal
Bureau of Investigation and th: ; this complaint is based on the following facts: :

»  See Attached Affidavit in Support of Issuance of Criminal Complaint

X_ Continued on the ottacked sheet and 1 ude a part hereof.

2<

ed ak o form Signature of Complainant Edm
' - , Special Agent

Federal Bureau of Investipation
AUS)\ Matthow & Llrnb

Swom to before me, and subscribe il in my presence

« _SanJose, California /7~

Datc ‘ i Ciry #nd Saw

HON. HOWARD R. LLOYD
United States Mapistrate Judge A 7

Namc ard Tifle of Judicisl Officer Signature of.lntciyﬁccr » (
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AFFTDAVIT IN SUPPORT OF ISSUANCE OF
CRIMINAL COMPLAINT

L ‘Edmulnd Exing, a Special Agent of the Federal Bureau of Investigation (“FBI"), being
first duly sworn, here iy decla;é and state ag follows:
A.  Introduction and Agent Background
1. I make this affidavit in support of a criminal complaint against Michael A Daly for
mail fraud in violatio 1 of Title 18, United States Code, Section 1343. According to his
Massachusetts driver ¢ Iicensc, number 024443547, Daly was born June 9, 1953 and resides at
18 Lakeview Avenue, Danvers, Massa;:husc—:tts. |
2. The conter 1 of this affidavit are based upon information provided to me by Special
Agents of the Federa! Bureau of Investigation (“FBI”), witnesses, financiel institutions, internet
scrvice providers; dala obtained from a court-authorized mobile tracking deviccl; as well as my
experience and backg round 2s a Special Agent of the FBI. Since this afﬁdavit is being submitted
for the limited purpo:.¢ of suplporﬁng a crimina) domplaint; I have not included each and every
fact lmown. to me cor cemning this investigaﬁon. I have set forth only the facts that I believe are
necessary tol establist probable cause to Eclicvc that Daly committed violations bf Title 18,
United States Code, {iections 1343 (Wire Fraud) and 2 (Aiding and Abetting the Foregoing
Offense). |
3. Iam a Spe:ial Agent with the FBI in the San Francisco Division and haﬁ: been so
employed since Febriary 17, 2006. In that capacity, I have been assigned to invesﬁgate federal
violations relating to white collar crime. My training includes six raonths of California Peace
Officer Standards an«| Training (“P.Q.8.T") at San Diego, California, foﬁr mﬁnths of f"BI

Academy Training at Quantico, Virginia, and Financial and Securities Fraud Specialized
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Trainiog in San Francisco, California. As 2 Special Agent of the FBI, I am authorized to
investigate crimes int olving fraud and money laundering and have participated in a number of
criminal invcsﬁgatior 5 of such crimes.
B. Relevant Stal utes
Wire Fraud
4, United Sta es Code, Section 1343 provides in pertinent part:
Whoe ‘er, having devised or intending to devise any scheme or artifice to
defraud, or fo- obtaining money or property by means of false or fraudulent
~ pretenses, rep ‘esentations, or promises, transmits or causes to be transmitted by
means of wire , radio, or television communication in interstate or foreign
commerce, any writings, signs, signals, pictures, or sounds for the purpose of
executing suc 1 scheme or artifice, shall be fined under this title or imprisoned not

more than 20 vears, or both. If the violation affects a financial institution, such

petson shall be fined not more than $1,000,000 or imprisoned not more than 30
years, or both

Aiding and Abetting
5. United Stales Code, Section 2 provides in pertinent part:

Whoever corr mnits an offense against the United States or aads, abets, counsels,
commands, ir duces or procures its commission, is punishable as a principal.

C. .Summnry of Probable Cause

6. As set for h in more detail below, FBI agents have.fqund that, beginning
approximately in Jul:' 2003, Dal} has engaged in an ongoing scheme to defraud Cisco in which
he contacts Cisco usj 1g pumerous false .idénﬁﬁes and rented mailboxes around the country,
falsely claim malfunc dons in Cisco parts under Cisco’s SMARTnet warranty program,
fraudulently arrange : or Cisco to send them replacement parts, sell those parts, and spend at least
some of the illcgal praceeds on classic automobiles. Daly either dbcs not returm any defective

parts to Cisco, or retv rn parts not covered by SMARTaet that are worth little or nothing,

83
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D. Statement of robable Canse
Cisco Systems, Inc.

7. Cisco Systums, Inc. (“Cisca”) 15 a corporation based in San Jose, Califormia
specializing in providing internet networking hardwaye and software for business, government,
and individuals. Cisco's core development areas are in switching and rouﬁng, which enable
Cisco customers to c'c snmunicate through the use of the world wide web. 7

8. One of the services Ci;:co offers is called SMARTnbt. Among other things,
SMARTnet provides :'.us;tomf;rs with technical support, including advance hardware replacement
(ad*vance bardware re jlacement allows customers to obtain replacement parts from Cisco
immediately, without having first to return the broken part). To obtain the benefits of
SMARTnet for a part tular product, the customer enters into'a SMARTnet contract with Cisco.
Among other things, ' Jisco agrees to provide advance replacement of any fai]edljdefective
equipment specificall ; covered by the contract ﬁnd the customer agrees to return the
failed/defective equipment to Cisco. Typically, Cisco will provide replacement hardware by the
next business day, alt 'ough additional rcplaﬁernents are available, some as fast as two howrs. In
contragt, the custome: needs to send back the failed/defective equipment vm.hm 30 days.

9. To provide technical support and/or advance replacernent under SMARTnet contracts,
Cisco has a service re ilucst ("SR") system that a]lows customers to clontm:t Cisco and obtain
assistance with regar(. to defective or inbperative parts. A customer can initiate an SR by phone
and/or by creating an necount on Cisco Connection Online ("CCO"), a web-based customer
support application. ‘['o do so, the customer creates an account on CCO, obtains a username, and

logs in to provide the SMARTnet contract number, serial number on the chassis of the
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cquipment covered by that SMARTnet contract, and a written explanation of the problem. Cisco

receives about 3,300 §Rs en}ery day or about 1.2 million SRs a year.

10. Service e agineers at the Technical Assistance Center ("TAC") engage in an
electronic written di iogue with the customer in an attempt to resolve the issue, following a
standardized series o ' resolution dttempts. If this protocol does not resolve the issue, the part is
deemed defective, an'l the service engineer will issue a return material autborization ("RMA")
number by which Cisco tracks the advance shipped replacement part. Cisco then ships the
replacement part, typ cally using Federal Express (“FedEx"), along with a preaddressed, prepaid
United Parcel Servicu: ("WS") or FedFx lﬁbcl and packag_e for the defective part to be retuwrned. |
ﬁthc original part is_ 1ot returned, an asset recovery system contacts the customer to remind him
of his obligation. If tlie part is still not returned, or the asset recovery department is unable to
contact the customer, the matter is referred to the Service Abuse Investigation Department at
Cisco.

Identified Cases of |'raud

1. Bcginnin 7 in approximately July of 2003, Cisco Service Abuse Investigatér Anthony
Barberi began docurx ua‘rntixig a repéated form of SMARTnet frand occurring through the CCO.

. This fraud exhibits'a pormmon method of cxccﬁtion_: An individual, alleging to have in his
possession a faulty C sco part, contacts Cisco customer support oﬂﬁe ‘via the CCO. This
individual enters into a diﬁlogué with a Cisco custorner support employec. regarding the
malfucctioning Cisct part. The individual provides a valid SMARTnet contract number as well

“as the serial number « f the chassis of the hardware covered by that contract. During this
dialéguc, the individi izl uses specific 1anguagc that prevents the customer support erhployee
from resolving the in fividual's alleged malfunction through standard troubleshooting. Because

4
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the customer support employee is unable to resolve the malfunction through troubleshooting,
Cisco issues an RM# number for the malfunctioning part and ships the individﬁal a replgcement
part, along with an etnpty carton for the individua] to return the defective product.

Sﬁbsequenﬂy, the inc.ividual cdnducﬁng the fraud returns no defective part to Cisco or, rarely, a

part possessing little 5r no value and not covered by the SMARTnet contract.

12. As of Jar nary 25, 2007, a review of this pattern of fraud reveals thﬁt 165 SMARTrnet

contracts have been 1 sed; that 72 of these contracts were resold by a company called Data
Resource Group (“D:1G"), based in Salisbury, Massachusetts, 86 by Evolving Solutions, Inc.,
based in Hamel, Min 1esota, five by PRISM Innovations, Inc., based in Northfield, Ilinos, :;nd
two by INX, Inc. (formerly InterNetwork Experts, Inc.), based in Houston, Texas; that

| approximately 700 5. s have been opened against these contracts in at least 39.statcs; tﬁﬁt Cisco
authorized RMAs for all of these RMAs and sent out appropriate replacement barts; that a
“failed/defective” pai1 was returned to Cisco only 11 times for these RMAs and that only one
time was the retumec part properly covered by the SMARTnet contract (the other ten instances
involved parts with Liitle or no value that wexe not ﬁovcred by the SMARTnet contract).

13. These SE 5 exhibited a number of common characteristics:

. ‘Almoit all of the SRs are opened on CCO through email.

- A majonty of email SRs came from same internet service provider, America
Onlin: ("AOL"). - |
- Allth: SRs pravide a contact email address created using a free, web-based email

compi y (e.g., Hotmail, Yahoo, Techemail, and others) rather than the domain of
the paficular company (e.g., amazon.com). Legitimate SRs typically include a
comp: ny emai) address for future contact,

. The ir dividual(s) making the SRs purports to be a representative of a particular
comp; ny and provides an otherwise valid SMARTnet contract number in the
name »f that company. However, in every single case this company is fictitious.

5
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The i1 dividual(s) making the SRs prowdes an address for the fictitious company
where Cisco can ship the replacement part. In every case, the address is reallya -
privats mailbox at a United Parce! Service (“UPS™) or Mail Boxes Etc. ("MBE")

store.

Many of the requests nse overlapping contact information, SMAR Tnet contract
numb i3, and senial numbers. For example, SRs from two different ﬁctmous '
comp mies will provide the same contact address.

- The SRs contain valid SMARTnet contract numbers and serial numbers of a part

cover :d by those contracts. Almost all of these SMARTnet contracts were sold
by DF.G or Evolving Solutions, both registered resellers of SMARTnet contracts.
In ade¢ ition, cach of the contracts covered at most only a few pieces of equipment

“(a sin ile contract can sometimes cover hundreds of pieces of equipment).

The SRs only seek replacement parts, rather tha.n troubleshootmg or any other
fUIm .:f service provided under SMARTnet.

The SRs use very similar language that seems intended to eliminate the

possil ility of any troubleshooting and to convince the Cisco representative to
simp} ’ send a replacement part. According to Cisco representatives, based on
formz Iting and other clues in the emails, it appears that the individual contacting
Cisco may be cutting and pasting text from one SR to another. In addition, a few
times when pressed to conduct additional troubleshooting steps, the individual(s)
makis g the SR terminated the session rather than conduct the additional steps.

Of the approxlmately 700 cases following the same fraud pattern, SRs are made
on th¢ following 12 products: WS-X4516, WS-X6608-T1, WS-X4148-FX-MT,
WS-} 4515, WS-X6748-SFP, WS-X6K-52-MSFC2, WS-X4448-GB-SFP,

NPE- 31, WS—C3550—12G, WS-C4503, WS-X4516-10GE, and WS-X6748-GE-
TX. *WS-C4503 is a chassis and WS-C3550-12G is a switch,; the other ten parts
are cards that slide into slots in a chassis. In addition, according to Cisco, these
parts ire feature nich and particularly in demand. The list prices for these parts
range from around $995 (WS-C4503) to $25,000 (WS-X6748-SFP). In

partic Ilar, the list price for the W8-X4516—which the individual contacting Cisco
reque its about 40 percent of the time—is around $16,500.

The nidividual(s) making the SRs generally sends back no part but sometimnes
retury 5 a part of little or no value. When a part is sent back, it is almost always
sent f 'om the Boston, Massachusetts area, even though the fictitious company
reque ;ting the réplacement part generally does not have a Boston-area address.

a7
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Sampling of Fraud (Cases

14. Conduct ng further investi gatibn, FBI agents chose a randoxﬁ sample of 20 cases
from the .caScs with tive fraud patt ‘ described above. For each of these 20 cases, the customer
v-.'ho was supposed t receive thﬂ replacement Cisco part was fictitious and the contact address
used by the custome; to receive thatpart was reﬁly a UPS or MBE store. Agents then examined
account documents 151 thesg 20 cases. In every case, the UPS or MBE mailbdx used for the
fraud was rented by lichael A. Daly using Massachusetts driver’s license number 024443 347.
Accordiﬁg to that dn ver’s Jicense, Dlaly lives at 18 Lakeview Avenue, Danvers, iMassachusetts
01923-1259 and hls jate of birth is 6/9/53. Moreover, in every case baly paid for the mailt;ox
with a credit card be anging to Michael Daly. Finally, in every case, Daly had instructed
TUPS/MBE to forwar tﬂe contents orf his mailbox to Data Resources Group, Sc Fanaras Drive,
Salisbury, Massﬁcﬁu wetts 09152, |
¥raud Example

15. To illust ate the specific/method of this fraud; one of the twenty sample cases
occurred as follows. On May 26, 2006, an ind.i‘vidﬁal identifying himself as “Scott James”
contacted Cisco's cu: tomer support ising the CCO system. This individual iniﬁatcd a service
request (SR#603652 551) and began |an electronic conversation with Cisco customer support
employee David Locin. The individl
X6748-GE-TX) and the troubleshooting measures he claimed to have already atteﬁpted.
Portions of this desc:iption matched|verbatim with descriptions provided by individuals with
diffefant names, org: nizational affiljations, and geographic Jocations. Approximately 11

minutes later, Loon i 1formed the individual that a replacement WS-X6748-GE-TX would be

| described his allegedly defective Cisco product (Part WS-

@8



Received Feb 27 2007 02:07pm

@2/27/20@87 17:55 9784628037 SALISBURY FIRE FAGE

shipped, and requesi ed the individual's mailing address. The individual provided the following
address:

Delta Lo gist s

301 Thelma Drive, Suite 437

Casper, Wycining 82609

16. Loon istiied RMA number 81317983 to the request, and the -rr.placer'nen.t WS-
X6748-GE-TX was !5=hippeq to the addfess provided by the individual. In facf, the supposed
address for “Delta L :Jgiétics” is really a UPS Store in Ca.spér, Wyoming, and Box 437 was at the
timc‘ rented by Daly, Méssachusetf;s Dnvers License Number 024443547, in the name of "i)elta
- Research.” On May 31, 2006, Emily INU at the UPS $tore in Casper, Wyoming received a fax
from "Mike Daly (Clta Research and Logistics)” stating, "Please forward my package to the
following address." I)aly.f provided the address 5C Fana;as Drive, Salisbury, Massachusetts
01952. The UPS stcte complied with Daly's tnstructions and forwarded the pa.ckage to the
address lh'e provided In fact, 5C Fanaras Dri*ve., Salisbury, Massachusetts, 01952 is the _addrcss
of Michael Daly's bu siness: Data Resources Group. Cisco never received the supposedly
defective WS-X674!1-GE-TX.
Michael Daly and ]tata kesources Group

17. Subsequ:ntly, FBI agents did further investigation into Michael A. Daly and DRG.
Daly, doing busines: as DRG, operates an internet-bas.cd oﬁtlct for discount Cisco products.
DRG is physically I zated at 5C Fanaras Drive, Sa.lisbury, Massachusdts. Michael Daly is listed
as thc‘ Treasurer, Se( retary, and Preéident of DRG. DRG maintains five einployees- on its
payroll.

18. Agents | ave obtained credit card and bank records for DRG showing multiple
transactions on pers< nal credit cards in the name of Michael Daly for payments to UPS and

8
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MBE for mailbox rer 'als throughout the United States, For example, a charge made on May 31,
2006 to an AT&T Ur iversal Card (Account Number **** 13039700335 1) in the name of
Michael A. Daly reflicts a transaction with UPS Store number 2200 in Casper, Wyoming for
$143.21. This location and amount match the forwarded package referred to in the example
described above.

America Online Accpunt

19. Also pre::nt in rccord$ agents bave reviewed 15 evidence of payments for multiple
AOL accounts, This avidence is significant becanse, using internet pfotocol ("TP") addresses and
other information, .ag snts traced instances of the SMARTnet frﬁud described above to the AQL
account number 08911179701 and screen name "drgdamian.” This account is billed to Daly and
registered to Damian Prescott at DRG’s business address: 5c Fanaras Drive, Salisbury,
Massachusetts. Darr jan Prescott receives regular payroll checks from DRG and is believed to
work for Daly. |

20. For exam ple, agents examined two instances of the above-descrobed fraud and found
that in both cases the [P address used to access the AOL service account of "drgdamian” at the
time of the fraud wa 69.164468.245. The IP address 69.164.68.245 is assigned to Adelphia
- Comrounications Co ‘poration {“Adelphia”) in Amesbury, Massachusettts. Adelphia, a provider
of high-speed cable 1 1temet, issued the [P address 69.164.68.245 to DRG at the physical location
5C Fanaras Drive #C, Salisbury, MA 01952-1444.

Additional Evidenc : of Fraud

21. Ibelieve (hat, once Daly frandulently obtains parts from Cisco, he then sells them to

companies that sell discounted Cisco products over the internet.

1g
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- 22. Areview of DRG’s bank records shows that DRG regularlyl receives and deposits
checks from several « ompanies selling discounted Cisco products over the intmiet,' incloding
Evolving .Soluﬁons, Inc., NaLogic LLC, Scétchcom LLC and Nova DataCom LLC. For
example, on July 7, 2006, DRG cashed 2 check from Nova Datacom LLC for $40,500, and on
July 19, 2006, DRG :ashed a check for $13,500 from NaLogic and 2 check for $12,000 from
Nova DataCam. I be. lieve that this information, and other evidence, shows that Daly sells the
parts he fraudulently obtains from Cisco.

Confirmation of Fr |.ud Through Use of a Tracking Device
23. On Febn.ary 6, 2007, United States Magistrate Judge Patricia V. Trumbull signed an

| order authorizing FB1 agents to install and monitor a mobile tracking device embedded inside of
a2 package containing a Cisco card, product number WS-X4516, senal number ;IAB084263LP.

24, On Febniary 13, 2007, agents installed the device and waited for D#ly ot one of his
associates to make a| RMA request under a SMARTNET contract believed to be clonne_ctéd to
Daly aud DRG.

| 25,‘ On Febnary 16, 2007, Cisco identified Aan SR that seemed to come from Daly. In

this SR, an .individua | identifying himself as Peter Buckner contacted Cisco's cﬁstomcr support
using the CCO syste n. This individual initiated a service request (SR #605399701) and began an
electronic convcfsaﬁ tn with Cisco customer support employee Christina Santos. The individual
described his allegec ly defective Cisco product (Part WS-X4516) and the troubleshooting
Tneasures he c]aimgc' to have already attemipted. Portions of this particular description matched
verbatim with eatlier descriptions provided by individuals with different names, organizational
affiliations, and geoy raphic locations who fraudulently obtained Cisco parts and who are
believed to be baly. Approximately 10 minutes later, Santos informed the individual .that a

10
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replacement WS-X4'16 would be shipped, and requested the individual's mailing address. The
individual provided he following address:
Cardinal Tec _"mdlo gies
700 North Colorado Blvd
Unit 310

Denver, CO :10206
Attn Peter Bi.ckner

Santos assigy «d the RMA number 81679877 to the request, and the same day Cisco
shipped “Peter Buck ier” the replacement WS-X4516, serial number JABOB4203LP, along with
the tracking device t the address he provided. Cisco’s list price for a W8-X4516 is around
$16,500.

26. Not surp isingly, the address *“Peter Buckner” provided for “Cardinal Technologjes™
is really the address {ur a UPS Store in Denver, Colorado. Moreover, Unit 310 at the UPS Store |
is registexed; to Michel Daly of 5C Fanaras Drive, Salisbury, MA, Massachusetts Driver's
license number 0244 13547, |

" 27. On Febr ary 19, 2007, through the tra_cking device, agents confirmed the package
was at the Denver, C:lorada UPS Store. Moreover, agents determined that records from this
store copfirm that on ﬁFébrﬁary 19, 2007, a package was forwarded from "Cardinal
Technologics/Mike I raly/700 N Colorado Blvd/Denver, CO 80206” to "Mike Daly/SC Fanaras
Drive/Salisbury, MA. 01952-1444," UPS tracking number 1Z10FE3 10i 18215972. UPS tracking
imformation shows th & package was delivered to a Salisbury, Massachuscﬁs address on February
20, 2007 at 9:58 a.m. | I_

28. On FebnlJ ary 21, 2007, through the tracking device, .aécnts confirmed that the
pmkage was at 7410 \dams Park Court, Annandale, Vaginia. The address 7410 Adams Park
Court, Annandale, Vi-ginia corresponds with z business complex with the address 7361

11
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McWhorter Place, Snite 310, Annandale, Virginia. That is the address of NovaDataCom.
NovaDataCom is a liusiness selling used Cisco parts on the intemet. Since March 2005, DRG
has received 42 payinents tataling $704,250 dollars from NovaDataCom. Based on the shipment

of the package from Cisco to a UPS Store in Denver to Daly/DRG to NovaDataCom, arnd the

frequent payments I'RG receives from NovaDataCorn, I believe that Daly fraudulently obtained |

2 WS-X4516, senal number JAB084203LP, from Cisco and sold it to NovaDatéCom.
E. Conclusion |

29. Based o 1 the information and evidenc? contained in this affidavit, I believe that
probable cause éxiﬂ i that Michael Daly, doing business as Data Resources Group, 5C Fana.ms
Drive, Salisbury, M issachusetts, committed wire fraud and aided or abetted wire fraud, in
violation of Title 18 United States Code, Sections 1343 (Wirﬁ Fraud) and 2 (Aiding and |
Abetting the Forego ng Offense). Specifically, I belicve that probable cause exists that Daly
made up and aided ¢ r abetted a scheme or plan for obtaining pmpcrﬁ from Cisco Ey making
false statemenis; that he knew that those statements were false; that those statements were
material, that is, the - would reasonably inﬂﬁent:e # person to part with property; that he acted
with the infant to de ‘raud; and that he used or caused to be used the wires to cairy out or atternpt
to carry out an essen‘al pa.rt of the scheme.
1/
i

I
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F. Request for Sealing

30. Irespectiiully rdqucst that this complaint and affidavit be sealed until the arrest of the -

defendant in this cat¢ of wntil such time as the Court directs. Disclosure of the complaint and
affidavit at this time could serjously jeopardize the ongoing investigation, as such disclosure
would give Daly an. :pportunity to destroy evidence, notify confederates, or otherwise interfere

with the investigatio 1. It may also take some timne to Jocate Daly before his arrest.

= §

EDMUND EWING <
Special Agent, FB1

be } to before me this Z‘3 day of February, 2007

Swa @

HOWRRD R. LLOYD
Uni ates Magist :ate Judge

13
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AD 442 (Rev. 5/93) Warrant for Arest
_h\\@\‘b@‘ United States District Court
IR Northern District of California
TED STATES OF AMERICA,
| EIVED
V. WAERHNT 'F @R“ARRBBT
MICHAEL A. DALY
' CASE NUI\IBEE 23 P235
To: The United States Marshl H.’ TH E p P mg rc - .
and any Authorized Uni d States Officer F C

YOU ARE HEREBY COMMANDED to arrest MICH.Q 'Z DALY and bring him or her forthwith to

the nearest magistrate judge 1 answer a(n)

) Indictment () Information (x) Complaint
() Order of Court () Violation Notice () Probation Violation Petition

charging him or her with

baving devised and ir iended to devise a scheme and artifice to defraud, and for obtaining money
and property by mear 5 of material false and fraudulent pretenses, representations, and promises,
knowingly transmit 2::d cause to be transmitted by means of wire communication in interstate

and foreign commerc : writings, signs, signals, plcturcs and sounds for the purpose of executing -
such scheme and artijice,

in violation of Title _ ) 18 United States Code, Sectlon(s) 1343
x Title of Issuing Officer
J ¥ - g February 23 an Jose, CA
Signature of lbxing Officcr E Date and Location
- N
Bail fixedat$ _ No Bail by Howard R. Lloyd

Narne of Judicial Officer

RETURN

This werrant was reccived and ex :cuted with the arrest of the above-named defendant at

Date received Name and Title of Arresting Officer Signature of Arresting Officer

Dete of Artcst
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ORIGINAL
A Y . FILED
SEALED BY 04DER 5
1 OF THE COIIRT ~ UNITED STATES DISTRICT COURT ~ O7FEB23 pH 2: 4y
2 | NORTHERN DISTRICT OF CALIFORNIA  RICHA RD Y. WIEKIN
3 SAN JOSE DIVISION Np DRTRICT COURT
4 || UNITED STATES (F AMERICA, |

No. o
5 | . Plainiiff, | 0 4 70 1 1 8 -H : L
6 v. o ; RDEn GRANTING MOTION TO

; SEAL
" | vxcmaEL A DALY, ;
? Deferdant. )
9 ' ) UNDER SEAL
10 Upon motior of the povernment, and good cause appearing,
11 IT IS HERE|}Y ORDERED that the complaint in this matter (including the affidavit in

12 || support of the comp aint and accompsnying documents) in the above-captioned matter, along
13 || with the United Stat:s’ motion to seal and this order, shall be sealed until the defendant’s tnitial
14 || appearance or furthe r order of the Court. |

15'
16 ‘ . | '

17 | DATED: L[’L‘ >lo'}
18 | | ,

19

|

21

22
23
24
25
26
27
28




